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| ABSTRACT 

With the Taiwan Strait war crisis of global concern, this research proposed a conceptual model of RFID adoption based on the 

TOE framework to explore related factors of intention to use RFID by conducting a quantitative analysis of the ROC's military 

administration and logistic officers. Based on the results of this study, policymakers must understand the factors of Performance 

Expectancy (PE), Effort Expectancy (EE) and Information Security (IS) should be given priority, followed by Government Support 

(GS) and Top Management Support (TMS). These can affect the opinions of the chief executive, rallying their support, thereby 

effectively promoting new technology policies for ROC's military strategy, thus enhancing combat capabilities. 
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1. Introduction 

Wars have shown that whether they are won or lost depends on logistics. Therefore, since 2005, the US Department of Defense 

has mandated the use of Radio-frequency identification (RFID) for cartons, pallets, and each expensive piece of military equipment, 

which has made the logistical capabilities of the US military more potent than ever. It can easily receive real-time logistical 

information and track the whole logistical supply process from factory to soldier.  

Over the years, the US military has accumulated a large amount of practical data and experience in logistics support through 

various military operations and constantly summarizes and reflects on its logistics support operations in order to continuously 

optimize its global logistics support system (Zhang & Gao, 2023). 

However, war can never be fully prepared. There is a growing risk of a military attack on Taiwan by mainland China. The US must 

increase its military deployments and joint exercises in the region (Diamond & Ellis Jr, 2023). But, the Congress of the U.S. has not 

yet funded a badly needed air and missile defense system on Guam, which houses an air and naval base that would be on the 

frontlines of any conflict over Taiwan. And at bases across the region, stockpiles of precision-guided munitions are insufficient to 

support a prolonged conflict(Gallagher, 2022). 

In contrast, the Republic of China (ROC) army uses a variety of weapons and equipment, and the process of the logistical system 

is complex. Hence, setting up RFID should be a priority to optimize logistics support operations. However, it is limited by the 

defence department’s Information Security (IS) policy, as well as the Cost of Adoption (CA), and has become one of the most 

important issues in the logistical management of the national army (Hsiao, 2006). On the other hand, the literature in the domestic 

military domain is only based on the current situation, quality comparisons, and expert interviews. This research intends to 

contribute the method to the use of quantitative methodologies to fill this research gap. 
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2. Literature Review 

2.1 Military Logistics Innovation and RFID 

Casella, Bigliardi, and Bottani(2022) showed a significant number of 129 studies in the last three years(2018-2020) were identified 

that focused on RFID technology and its use in logistics, involving stakeholders, manufacturers and customers. The military sector, 

like the corporate world, both prizes and struggles to understand innovation. According to the field investigation of the ROC army, 

items such as the “Low Fuel Warning Control Box” were not integrated due to the logistical information deployment system (Figure 

1). Therefore, importing RFID systems will help improve military logistics (Qiu Chuangjun, & Zhang Yisheng, 2012).  

 

Big Data originates from traditional transactions systems, as well as new sources such as emails, internet activities, social media, 

sensor recordings and RFID(Zhang, Yang, & Appelbaum, 2015),  and investments in technologies, including sensors, RFID, help to 

remove the human component(Montecchi, Plangger, & Etter, 2019). 

The Ministry of National Defense (MND) currently only uses RFID for physical fitness testing, access control, and regulatory projects. 

However, the dimension in the socio-technical regime lacks empirical analysis. Thus, a research gap needs to be filled(Apanasevic, 

2018). To effectively solve problems such as logistics management, it is advisable to better understand the views of the national 

logistics management personnel on RFID, to analyze their intentions and decision-making, with which they improve military 

logistics and strengthen their overall combat capabilities. 

 

 Figure 1：Longtime Stores of the ROC army 

 

2.2 Technology Acceptance Theory 

Venkatesh, Morris, Davis, and Davis (2003) first proposed the Unified Theory of Acceptance and Use of Technology (UTAUT), which 

is widely used to explore the acceptance of Intention to Use (IU) new technology. On a UTAUT basis, The Extended Unified Theory 

of Acceptance and Use of Technology(UTAUT2) showed that “Performance Expectancy(PE)” and “Effort Expectancy(EE)” had a 

significant effect on the adoption of new technologies and introduced three new constructs, namely “hedonic motivation”, “price 

value” and “habit” with a higher explanatory power than UTAUT. UTAUT2 can be further revised or transformed and integrated 

into future interdisciplinary organizational and regional basic models (Venkatesh, Thong, & Xu, 2016).  

This study considered the armies’ acceptance of new technology, which is guided by policy and enforced by administrative orders, 

thereby negating the need to wait until the soldiers develop these habits and decide whether to accept the new technology. 

Therefore, when referring to the UTAUT2 model, “hedonic motivation” has been factored out and “habit”, as well as two more 

dimensions, have been revised. Moreover, the “Facilitating Conditions” in the UTAUT2 model is the “individual”, which differs 

significantly from the “organizational” and should not be included at the organizational level (Park, 2011). It was excluded as well. 

 

Abbad, Lairet, and Mahjoub(2022) showed that the non-adoption of RFID is mainly explained by the cost of this technology for 

the actors. Therefore, we retain the “price value” and name it CA. 
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Logistics is seen as a vital player ready to collect trustworthy and secure real-time data by utilizing extensive interconnectivity 

(Antouz, Akour, Alshurideh, Alzoubi, & Alquqa, 2023). The introduction of such new technologies as RFID into the military logistics 

innovation can specifically improve the quality and effectiveness of the national defense administration. However, the UTAUT2 

does not include “security” and “risk”; thus, we incorporated them into IS, which has significant effects on the adoption of new 

technologies by cyber supply chain or e-governance (Fernando et al., 2023; Hasani, Rezania, Levallet, O’Reilly, & Mohammadi, 

2023; Khairi, Putrawan, Nugraha, & Ikhwan, 2023). 

2.3 TOE framework 

An exploratory cross-sectional study on 10 employees in the IT industry in the United States pointed out that the factors that 

should be considered in organizational type are more complicated than the personal attributes considered by models such as 

UTAUT. The confirmation of models such as UTAUT does not apply to organizations. Type, which concludes that it is more 

appropriate to integrate the analysis of DOI, TAM (Theory of Technology Acceptance Model), TOE (Technology–Organization–

Environment) and other theories and the criteria which are suitable for organizations. The interview results consistently indicated 

that no matter how useful the innovative technology is, a lack of support from chief executives will hinder the future adoption of 

new technologies(Olufemi, 2018). At the same time, Top Management Support (TMS) had a significant effect on all aspects (Lee, 

Russen, Dawson, & Madera, 2023; Li, Yang, Um, & Kang, 2023; Pham & Lo, 2023; Wang & Liu, 2023).  

The adoption of RFID is influenced by such factors (TMS, CA) as the leadership of principals in the organization and the cost barrier 

(Reyes, Li, & Visich, 2016). “Government Support(GS)”  affect the adoption of new technology decisions by 

organizations(Chundakkadan & Sasidharan, 2023; Kurniawan, Maulana, & Iskandar, 2023; Nguyen, Verreynne, Steen, & de Oliveira, 

2023; Yu, Wang, Hou, Yu, & Pan, 2023). 

In summary and considering the competition and customer pressure of the National Army, mainly from the administrative 

guidelines, and objectives of the Executive Yuan, the Legislative Yuan, the Supervision Office, and other institutions changing the 

adoption of new technologies such as RFID and other established policies(habits) needs the support of plans, budget estimates 

and formalized budgets, the conversion of “habit” into GS, and the inclusion of TMS and CA to complete the model. 

3. The Research Model 

3.1 Research Model and Hypotheses 

Based on the TOE framework, PE, EE, and IS are “Technology 1”, CA is “Technology 2”, TMS is an organization, and GS is the 

environment. The research hypotheses as shown in Table 1. The presented hypotheses were tested using Structural Equation 

Modeling (SEM). 

 

Table 1：Research Hypotheses 

 

 

 

 

 

 

 

 

 

The research model was based on these hypotheses(as shown in Figure 2). The survey operational definitions details are shown 

in Table 2. 

 

 

H1: PE, EE and IS (Technology 1) have positive effects on IU. 

H2: CA(Technology 2) has a negative affects on IU. 

H3: PE, EE and IS (Technology 1) have positive effects on TMS. 

H4: CA (Technology 2) has negative effects on TMS. 

H5: TMS(Organization) has positive effects on IU. 

H6: GS (Environment) has positive effects on TMS. 

H7: GS (Environment) has positive effects on IU. 
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Figure 2：Research Model 

 

Table 2：Operational Definitions 

Construct Operational Definitions Item 

Performance 

Expectancy(PE) 

Benefits to the army in its use of RFID(makes work easier and more 

efficient).  
1, 2, 3 

Effort Expectancy(EE) 
Feeling of ease and simplicity for the armed forces to learn and 

operate RFID.  
4, 5, 6 

Information Security(IS) The army feel “secure” in using RFID. 7, 8, 9 

Cost of Adoption(CA) 

Setting up RFID equipment and network environment, integrating 

operations, training personnel, and reengineering are cost-

effective. 

10, 11, 12, 13 

Top Management 

Support(TMS) 

RFID can be operated smoothly when established and supported 

by army commander. 
14, 15, 16, 17 

Government Support(GS) 

Top government agencies such as the Executive Yuan provide 

guidance and budgeting for the establishment and use of 

RFID(estimated budgets). 

18, 19, 20, 21 

Intention to Use(IU) Intention to use RFID. 22, 23, 24 

 

3.2 Sampling Subjects and Methods 

The military further education and training greatly by the National Defense University. It screens military officers from different 

military services and conducts regular training every year, which is representative. Therefore, this study is based on the military 

formal and postgraduate education instructors and trainees of the National Defense University. It is separated into six categories: 

human resource, logistics, planning, communications, comptroller and others, utilizing the stratified sampling and convenience 

sampling methods. 



JEFAS 5(3): 215-222 

 

Page | 219  

4. Empirical Analysis 

4.1 Pretest 

As the items in question were translated from English to Chinese and needed to be consistent with the military terminology, they 

were reviewed by national logistics experts and instructors on June 2022. After construct and content validities were established, 

the students were pre-tested in September 2022. A total of 30 pretest questionnaires were issued. All are statistically significant, 

meaning that there is a degree of discrimination in each item, and they should be retained. 

4.2 Descriptive Statistics 

From February 6 to 17, 2023, a total of 240 questionnaires were issued in the survey, and 231 were recovered (recovery rate = 

96.67%); 31 invalid questionnaires were factored out, leaving 201 valid questionnaires. The effective recovery rate was 83.75%. 

Cronbach’s α value of each construct was between 0.789 and 0.912, greater than 0.7(Nunnally, 1978). As a result, it was regarded 

as appropriate. It is inconvenient for this study to collect too many personal details. The descriptive statistics of basic personal data 

as shown in Table 3.  

Table 3：Descriptive Statistics 

Variable Definition Frequency Proportion Variable Definition Frequency Proportion 

Sex 
Male 178 88.6% 

Categories 

Human resource 14 7.0% 

Female 23 11.4% Logistics 65 32.3% 

Age 

26-30 24 11.9% Plan 12 6.0% 

31-35 47 23.4% Communications 46 22.9% 

36-40 85 42.3% Comptroller 25 12.4% 

Older than 41 40 22.4% Others 39 19.4% 

 

4.3 Confirmatory Factor Analysis 

The Marida coefficient of this study is 125.8285<23*(23+2)=575. Through multivariate normality testing (Bollen, 1989). The error 

variance (SE) for all items is>0 and are significant. Standardized Factor Loading (SFL) is between 0.6408 and 0.9489 and does not 

exceed 1(>0.95)(as shown in Table 4). As a result, it was regarded as appropriate. 

Table 4：Confirmatory Factor Analysis 

Variable Item 
Mean 

(M) 

Standard 

Deviation 

(SD) 

SFL(SE) CR AVE 

PE 

PE1 4.26 0.674 0.8397(0.0197)* 

0.807 0.5856 PE2 4.13 0.760 0.6408(0.0347)* 

PE3 4.23 0.691 0.8007(0.0217)* 

EE 

EE1 3.92 0.766 0.8408(0.0299)* 

0.8378 0.633 EE2 3.87 0.700 0.7598(0.0259)* 

EE3 3.94 0.766 0.7841(0.0314)* 

IS 

SE1 3.33 0.982 0.8507(0.0337)* 

0.895 0.7421 SE2 3.35 1.025 0.9489(0.0369)* 

SE3 3.29 1.118 0.7379(0.0578)* 

CA 

CA1 3.25 0.944 0.709(0.0272)* 

0.8082 0.5134 
CA2 2.50 0.932 0.7343(0.0257)* 

CA3 2.65 0.972 0.6696(0.0324)* 

CA4 4.31 0.638 0.7506(0.0316)* 

TMS 

TMS1 4.16 0.675 0.7714(0.0182)* 

0.8853 0.6593 
TMS2 4.10 0.677 0.8191(0.0214)* 

TMS3 4.16 0.683 0.8719(0.016)* 

TMS4 4.03 0.655 0.7816(0.026)* 

GS GS1 4.06 0.740 0.749(0.0237)* 0.882 0.7149 
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GS2 4.00 0.677 0.8903(0.0206)* 

GS3 3.87 0.766 0.8895(0.0208)* 

IU 

IU1 4.17 0.767 0.835(0.0192)* 

0.8679 0.6871 IU2 4.28 0.761 0.8751(0.0205)* 

IU3 4.24 0.811 0.7735(0.0268)* 

Note 1: *Represents P<0.05 

Note 2：The standardized regression coefficients are SFL, which is Standardized Factor Loadings, SE, which is Error Variance, CR, 

which is Component reliability and AVE, which is Average Variance Extracted. 

Table 4 showed the component reliability(CR) of each facet is higher than 0.8, and the AVE is between 0.5134 and 0.7421, both 

exceeding 0.5. Table 3 shows the square root of AVE is between 0.7165 and 0.8615, which was greater than 0.70 in all cases and 

greater than the square of the correlations, thus suggesting discriminant validity. 

Table 5：Discriminant Validity 

 PE EE SE CA TMS GS IU 

PE 0.7652       

EE 0.6236 0.7956      

SE 0.1873 0.0215 0.8615     

CA 0.3935 0.0455 0.1740 0.7165    

TMS 0.6031 0.3219 0.2414 0.4222 0.8120   

GS 0.3357 0.1366 0.2333 0.5010 0.5695 0.8455  

IU 0.6066 0.3522 0.2983 0.3180 0.6133 0.5467 0.8289 

 

4.4 Hypothetical Path Testing 

After assessing the measurement model, a structural model or path analysis is carried out. The structural model as shown in Figure 

3. The hypotheses H1, H3, H5, H6, H7 are accepted(Table 6). 

 

Figure 3：Path Analysis 
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Table 6：Path Correlation 

Hypotheses Path Path Value Decision 

H1 Technology 1→IU 0.339* Accept 

H2 Technology 2→IU −0.079  

H3 Technology 1→Organization 0.425* Accept 

H4 Technology 2→Organization 0.069  

H5 Organization→IU 0.265* Accept 

H6 Environment→Organization 0.395* Accept 

H7 Environment→IU 0.325* Accept 

Note : *Represents P<0.05 

The effect of each potential variable, as shown in Table 7, for the IU, the most influential factor is Technology 1, with an overall 

effect of 0.4516, followed by the environment, with an overall effect of 0.4297, followed by organization, with an overall effect is 

0.2650. 

Table 7：Overall Model Effects  

Path 
Direct  

Effect 

Indirect  

Effect 

Overall  

Effect 

Order of 

priority 

Technology 1→IU 

Technology 1→Organization→IU 
0.3390 0.1126 0.4516 1 

Organization→IU 0.2650  0.2650 3 

Environment→IU 

Environment→Organization→IU 
0.3250 0.1047 0.4297 2 

 

5. Conclusions 

Drawing on a TOE framework by the introduction of PE, EE, IS, CA, TMS and GS, this study explored the factors that influence 

military logistics management officers of ROC on their intention to use RFID. The analysis shows that PE, EE, IS, TMS, and GS had 

significant positive effects on the intention to adopt. This supplements the dimension of technology acceptance theory that is 

lacking in socio-technical regimes. 

In addition, the most important factors of intention to use RFID, it is necessary to consider the technical aspects of PE, EE and IS. 

Followed by the factors of GS and TMS, such as the guidance and budget provided by MND, Executive Yuan should also pay 

attention. This can affect the opinions of the unit's chief executives, rallying their support, thereby effectively promoting new 

science and technology policies and enhancing combat capabilities.  

MND is a combat organization and unlike a private company that only seeks to cut costs and increase margins. Its duty is to create, 

maintain, and support its combative might. In the overall logistical support system, due to the sheer number of tasks required, less 

consideration is given to manpower and funding constraints. For logistical work such as disaster relief and the opening of camps, 

the costs involved have not yet been based on the budgetary benefits of the military accounting bulletins that can be allocated to 

a single department. In terms of “the appropriate amount,” low-cost parts and accessories, which have caused hundreds of millions 

of dollars worth of weapons and equipment to be shut down, pose a risk far more serious than that of any regular company. 

Therefore, the balance between the tasks and the cost of storage in various units is facing the politics of the ROC in the international 

weapons and equipment market. In terms of complexity, some of them only understand the task, thinking of “Prepare any more 

materials than would be necessary to prevent shortages” to reduce the uncertainty of repairs and supplies. 
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Our suggestion for future research should not only be MND but also focus on the levels of the Executive Yuan so that greater 

policy effectiveness can be achieved. 
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