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| ABSTRACT 

Master Data Management (MDM) and Data Governance (DG) have evolved from isolated IT initiatives into strategic enterprise 

imperatives, establishing the foundational infrastructure necessary for successful Artificial Intelligence (AI) deployment. This 

evolution coincides with AI's emergence as a transformative force in data management, offering capabilities that extend beyond 

simple automation to include predictive analytics, intelligent pattern recognition, and self-improving data quality systems. The 

integration of AI with MDM fundamentally transforms data quality management across all core dimensions—completeness, 

uniqueness, timeliness, validity, accuracy, and consistency—through automated profiling, intelligent cleansing, and real-time 

anomaly detection. AI further advances data governance by automating classification, enabling dynamic lineage tracking, and 

facilitating continuous compliance monitoring while enhancing entity resolution for unified master data creation. However, 

organizations face a critical paradox: despite high ambitions for AI investment, pervasive data quality issues and inadequate 

governance frameworks create a foundational gap that threatens AI success. This disconnect is compounded by ethical 

challenges, including algorithmic bias, transparency requirements, and accountability concerns that demand integration of 

comprehensive ethical frameworks into existing governance structures. The synergistic combination of MDM, AI, and robust 

governance emerges not as an optional enhancement but as a strategic imperative for organizations seeking to harness data 

assets effectively while ensuring responsible, equitable, and sustainable value creation in an increasingly AI-driven business 

landscape. 
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Introduction 

From Siloed Systems to Strategic Assets: The MDM and Governance Journey 

Two decades ago, companies treated their data systems like filing cabinets—useful for storage but not much else. Today's 

landscape tells a different story. Master Data Management and Data Governance have grown from back-office tasks into 

boardroom priorities [1]. This change didn't happen overnight. It began when businesses realized their spreadsheets and 

databases contained gold mines of insights waiting to be discovered. New executive roles emerged as companies scrambled to 

make sense of their information chaos. Chief Data Officers stepped into corner offices, while Data Stewards took charge of 

keeping information accurate and accessible. Privacy laws like GDPR forced even reluctant organizations to take data seriously. 

Meanwhile, market competition pushed companies to squeeze every drop of value from their customer records, product 

catalogs, and operational metrics. What started as a compliance checkbox has become the backbone of modern business 

strategy [1]. 
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Era MDM Focus Data Governance Role Key Characteristics 

Early 2000s Single-domain solutions 

(customer or product only) 

IT compliance checklist Siloed approach, limited 

enterprise impact 

Mid 2000s Multi-domain expansion Regulatory compliance 

focus 

Emergence of CDO roles, growing 

awareness 

2010s Enterprise-wide MDM Strategic business 

enabler 

Cloud adoption, big data 

integration 

2020s AI-enhanced MDM Ethical AI governance Intelligent automation, predictive 

capabilities 

Table 1: Evolution of MDM and Data Governance [1, 2] 

The Emergence of AI in Enterprise Data Management 

Around 2010, something remarkable happened in the technology world. Cloud servers became affordable, datasets grew 

exponentially, and artificial intelligence escaped from research labs into corporate offices [2]. This perfect storm created 

opportunities that business leaders had only dreamed about. Suddenly, machines could spot fraud patterns humans missed, 

predict equipment failures before breakdowns occurred, and clean messy databases faster than entire teams of analysts. These 

smart systems don't just follow rules—they learn from experience, getting better at their jobs over time. Consider how modern 

AI tools can look at millions of customer records and instantly spot duplicates that human eyes would never catch. Or how they 

predict which data sources might develop quality problems next month. These capabilities have turned data management on its 

head, shifting focus from fixing yesterday's problems to preventing tomorrow's issues [2]. 

Defining the Critical Nexus 

Think of Master Data Management as the foundation of a house, with AI as the smart home technology that makes living there 

amazing. You can't install fancy automation in a house with crumbling foundations—similarly, AI needs solid data structures to 

work properly [1]. MDM creates order from chaos by establishing single, trustworthy versions of important business information 

like customer details, product specifications, and employee records. When AI systems tap into this well-organized information, 

magic happens. Predictions become more accurate, automation runs smoothly, and insights emerge that drive real business 

value. But here's the catch—without proper governance keeping everything in check, even the smartest AI can produce garbage 

results from garbage data [2]. Success requires treating these three elements—MDM, AI, and governance—as dance partners 

who must move in perfect synchronization, not competitors fighting for attention or budget. 

Theoretical Foundations and Core Concepts 

Master Data Management: Principles and Strategic Value 

Picture a large corporation where the finance team shows one customer owing money while sales celebrate that same customer 

as fully paid. This chaos exemplifies why Master Data Management became essential for modern businesses. The core idea 

sounds simple—create one trusted version of important information—but executing it requires sophisticated thinking [3]. 

Companies must identify which data truly matters when running their business. Customer information obviously makes the list, 

but so do product details that factories need and employee records that payroll depends on. Early MDM efforts tackled these 

areas separately, like organizing different rooms in a messy house. However, businesses discovered these rooms connect 

through hallways—customers buy products, employees interact with customers, and vendors supply materials. This recognition 

sparked a revolution. Instead of managing isolated data islands, organizations now build bridges between them, creating 

comprehensive MDM platforms that understand how a change in product specifications affects customer orders and supplier 

relationships. The journey from fragmented data silos to interconnected information ecosystems marks a profound shift in how 

companies view their most valuable asset: knowledge [3]. 

Data Governance: Frameworks and Compliance Architecture 

Think of data governance like traffic laws for information highways. Without rules, accidents happen—sensitive data leaks out, 

important records disappear, or conflicting versions cause costly mistakes [4]. But governance means more than just setting 

speed limits. It creates an entire transportation system where data flows smoothly from creation to retirement. Modern 

frameworks address four critical areas: keeping data accessible to those who need it, ensuring it works for intended purposes, 

maintaining its truthfulness, and protecting it from thieves and vandals. Years ago, governance meant satisfying auditors with 

lengthy policy documents that gathered dust on shelves. Today's reality looks different. Governance has become a living system 

that adapts as business needs change. The arrival of artificial intelligence adds new twists to this story. AI systems learn from 
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data, amplifying whatever patterns exist—good or bad. Strong governance acts like quality control at a factory, catching defects 

before they multiply. It ensures AI learns from accurate, fair, and complete information rather than biased or corrupted sources. 

This evolution transforms governance from a defensive measure against penalties into an offensive strategy for competitive 

advantage [4]. 

Data Quality Dimensions: A Measurable Framework 

Ask ten people what makes data "good" and you'll get ten different answers. Researchers solved this puzzle by breaking quality 

into six measurable pieces, like a doctor checking vital signs [3]. Completeness checks if anything's missing—imagine trying to 

ship packages without zip codes. Uniqueness prevents seeing double, catching situations where John Smith and J. Smith might 

be the same person, cluttering the database. Timeliness ensures fresh information, because last month's weather forecast won't 

help plan tomorrow's picnic. Validity makes sure data follows the rules, like phone numbers having the right number of digits. 

Accuracy measures truth—if the system says a product weighs five pounds, does it really? Consistency verifies agreement across 

systems, ensuring the warehouse and website show matching inventory. Manual quality checks worked when databases fit on 

floppy disks, but today's data oceans require different approaches. Finding incomplete records among billions resembles 

searching for dropped needles in countless haystacks. Matching potential duplicates means comparing every single entry against 

all others—a task that grows exponentially with size. Keeping information current requires constant vigilance across hundreds of 

data sources. These mounting challenges created perfect conditions for intelligent automation to revolutionize quality 

management [4]. 

AI and Machine Learning Techniques in Data Management 

Smart machines have invaded the data management world, bringing capabilities that seemed like science fiction just years ago. 

Natural Language Processing acts like a multilingual translator who also understands context and nuance. Ask for "unhappy 

customers" and it knows to include records mentioning "frustrated users" or "disappointed clients" without being explicitly 

programmed [3]. Machine learning algorithms work like tireless detectives, spotting patterns humans miss. They notice that 

orders from certain zip codes often contain typos, or that data from a particular system tends to lag by exactly three days. These 

algorithms predict problems before they occur, like a mechanic hearing engine trouble before a breakdown. Large Language 

Models represent the newest tools in the toolkit. They read documentation and answer questions, generate reports from raw 

data, and even write code to fix common problems. Graph analytics adds another dimension, mapping connections between 

data points like a social network for information. It reveals how updating a supplier's address might affect delivery schedules, 

inventory levels, and ultimately customer satisfaction. Rather than replacing data professionals, these technologies serve as 

powerful assistants, handling mundane tasks at lightning speed while escalating complex decisions to human experts [4]. 

 

AI Technique Primary Application Data Management 

Benefit 

Example Use Case 

Natural Language 

Processing 

Metadata enrichment, 

data discovery 

Contextual 

understanding 

Parsing regulatory texts, 

intelligent cataloging 

Machine Learning 

(Supervised) 

Entity resolution, 

deduplication 

Pattern-based 

matching 

Identifying duplicate 

customer records 

Deep Learning Unstructured data analysis Complex pattern 

recognition 

Image and document 

classification 

Large Language 

Models 

Data transformation, 

querying 

Natural language 

interfaces 

Automated report generation 

Predictive Analytics Quality monitoring Proactive issue 

prevention 

Forecasting data drift 

Graph Analytics Lineage tracking Relationship mapping Understanding data 

dependencies 

Table 2: AI Techniques and Their Data Management Applications [3, 4] 
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fow Artificial Intelligence Revolutionizes Data Quality Within MDM Systems 

From Manual Inspection to Smart Pattern Detection 

Years ago, checking information meant people staring at screens until their vision blurred, praying they'd notice errors between 

lunch and quitting time. Everything's different now [5]. Computer programs race across millions of entries quicker than fingers 

can type, discovering problems that ten analysts working overtime might never uncover. This breakthrough delivers far more 

than velocity alone. The technology grasps context, recognizing why blank email fields create havoc during marketing campaigns 

but barely matter for warehouse inventory. Software catches odd quirks everyone else overlooks, maybe detecting that Atlanta's 

system adds random symbols on Thursdays, or that morning imports from London offices scramble date formats. Here's the 

game-changer: these helpers warn about future disasters while there's still time to act. Similar to farmers sensing rain before 

clouds appear, programs examine historical trends and flag developing concerns. Teams switch from damage control to strategic 

prevention, solving tiny hiccups before they explode into major breakdowns [5]. 

Smart Cleaning Systems and Entity Matching 

Fixing messy records previously resembled organizing confetti during windstorms—exhausting, imprecise, and seemingly 

endless. Today's technology completely transforms this struggle [6]. Cleanup programs become more intelligent hourly, 

gathering wisdom from each decision like apprentices learning trades. Ancient software required letter-perfect alignment: 

change one character, and suddenly, you'll have two different customers. Life rarely fits such rigid boxes. Clever algorithms 

understand that "Michael O'Brien" ordering from apartment 3B likely equals "Mike O'Brien" receiving deliveries at the same 

location. The software examines everything at once—beyond basic contact details, it considers what customers buy, how they 

prefer to communicate, and the unique ways they interact with the business. Continuous improvement defines these platforms. 

Every accurate merge, fixed typo, and verified match strengthens the system's understanding. Organizations witness stunning 

transformations post-deployment. Work that devours whole mornings is completed before anyone finishes their bagel. Plus, 

machines maintain peak performance whether it's dawn or midnight. They provide unwavering precision regardless of workload 

size [6]. 

Forecasting Quality Issues Before They Strike 

Previous monitoring approaches watched problems unfold like spectators at sporting events—observing action without 

influencing outcomes. Current smart platforms operate differently, resembling fortune tellers who actually deliver accurate 

predictions [5]. These electronic guardians scan data streams continuously, creating detailed blueprints of normal operations for 

specific businesses. Whenever irregularities surface—perhaps supplier records suddenly omit phone numbers or product codes 

mysteriously change formats—notifications trigger immediately. Prediction capabilities reach impressive depths. Systems 

recognize gradual degradation, like customer information slowly becoming outdated or technical specifications losing important 

details. Left alone, this quiet decay undermines entire operations. Stopping problems beats repairing damage consistently. 

Groups obtain advanced intelligence regarding potential failures, enabling preemptive action. They investigate root causes, 

reinforce vulnerable areas, or educate personnel ahead of crises. Consider fire drills versus actual emergencies—preparation 

maintains stability while surprises breed pandemonium [5]. 

Boosting Each Quality Dimension Through Targeted AI Solutions 

Combining cutting-edge algorithms with established measurement standards yields extraordinary results—picture master chefs 

receiving molecular gastronomy equipment [6]. All quality aspects benefit from specialized AI enhancements built for optimal 

effectiveness. Look at incomplete fields. Software transcends basic gap identification. It suggests likely values by studying nearby 

entries with comparable characteristics. Duplicate hunting surpasses surface scanning, recognizing identical items despite 

formatting discrepancies. Update velocity increases through immediate processing, removing lag times that make reports 

obsolete. Validation grows flexible—systems adapt to actual usage rather than following dusty manuals. Verification cross-

checks numerous databases, maintaining harmony across platforms automatically. Such systematic approaches produce 

quantifiable wins that businesses can document. Skip vague promises regarding "better information"—executives showcase 

specific statistics demonstrating fuller records or fewer redundancies. Hard proof converts technology purchases from hopeful 

experiments into strategic moves. Thorough implementation guarantees that all quality factors improve while investments target 

areas that offer the highest returns [6]. 
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Quality Dimension Traditional Challenge AI-Powered Solution Business Impact 

Completeness Manual gap 

identification 

Predictive value filling Fuller datasets for analysis 

Uniqueness Exact match limitations Context-aware 

deduplication 

Reduced redundancy costs 

Timeliness Batch processing delays Real-time validation Current information 

availability 

Validity Static rule maintenance Dynamic pattern learning Adaptive quality checks 

Accuracy Manual verification limits Multi-source triangulation Higher confidence in data 

Consistency Cross-system conflicts Automated harmonization Unified enterprise view 

Table 3: Data Quality Dimensions and AI Enhancement [5, 6] 

Intelligent Governance: AI's Strategic Enhancement of MDM Frameworks 

Smart Tagging and Information Cataloging 

Imagine walking into a warehouse where packages pile up faster than workers can label them—some contain fragile items, 

others hold everyday goods, and a few need special handling permits. Data organizations face this exact scenario multiplied by 

millions [7]. Automated systems now act like expert sorters who instantly know which boxes need "handle with care" stickers 

versus regular shipping labels. They spot credit card numbers hiding in spreadsheets, medical records buried in emails, and 

confidential contracts mixed with public reports. Each piece gets tagged correctly without human intervention. 

Language understanding technology revolutionizes how companies describe their information assets. Instead of generic labels 

slapped on hastily, these tools dig deep into content, extracting meaningful details. A financial dataset doesn't just become 

"2024 Revenue"—it gets rich descriptions noting geographical breakdowns, currency types, calculation methods, and update 

frequencies. Finding needed information transforms from treasure hunts into simple searches. Staying legal used to mean 

panicked preparations before auditor visits. Now it's Tuesday—or any other day—because classification happens continuously. 

When inspectors request proof of data protection, comprehensive reports are generated instantly. European privacy laws? The 

system has already mapped every EU citizen's record. Healthcare regulations? Patient information locations appear with a click 

[7]. 

Tracking Information Journeys Through Complex Networks 

Data travels through companies like water through city pipes—branching, merging, and sometimes leaking where nobody 

expects [8]. Modern tracking technology builds live blueprints of these intricate pathways, showing precisely how numbers move 

from databases to dashboards. Unlike dusty network diagrams drawn years ago, these maps refresh constantly as infrastructure 

evolves. 

Hidden pathways reveal themselves through detective work. Employees create workarounds—copying datasets for quick 

analysis, building personal databases, and writing scripts that transfer information overnight. Official documentation never 

captures these informal highways. Smart analysis spots these secret routes by examining system behaviors, query patterns, and 

access logs. Nothing stays hidden when algorithms investigate thoroughly. Change management becomes child's play with 

complete visibility. Planning database upgrades? See instantly which applications break, what reports fail, and whose workflows 

are disrupted. Strange access patterns sound alarms immediately—why did accounting suddenly query customer birthdates at 

midnight? Governance shifts from post-incident forensics to active prevention, catching policy violations while they happen 

instead of discovering breaches during quarterly reviews [8]. 

Always-On Compliance Without the Headaches 

Compliance departments once lived in perpetual fear—what regulations changed last month, which policies need updating, and 

whose audit will arrive tomorrow? Technology erases these worries [7]. Round-the-clock monitoring examines every transaction, 

every access, and every transfer against current rules. Think security cameras that understand right from wrong, flagging only 

genuine problems while ignoring harmless activity. 
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Laws multiply like rabbits—federal updates, state changes, industry modifications, international amendments. Language 

processing devours these legal tomes, translating bureaucratic jargon into clear requirements. New York modifies financial 

reporting rules? Systems adjust automatically. Europe tightens privacy standards? Monitoring adapts within hours, not months. 

Risk plummets while productivity soars. Compliance specialists abandon checkbox drudgery for strategic planning. False 

positives vanish—systems recognize normal variations from actual violations. Every action leaves breadcrumbs, building 

bulletproof audit trails. Companies navigate treacherous regulatory waters confidently, catching mistakes immediately instead of 

facing surprise penalties during inspections [7]. 

Unifying Scattered Records Into Single Truths 

Merging customer information from multiple systems feels like reconstructing shredded documents—pieces everywhere, some 

missing, others damaged, many describing the same person differently [8]. Learning algorithms master this reconstruction by 

studying successful matches, discovering patterns too subtle for manual detection. 

Reality gets messy fast. Jennifer Smith becomes J. Smith in accounting, Jenny S. for sales teams, and ID-48291 within inventory 

systems. People marry and change names, companies reorganize, and addresses update after moves. Simple name matching 

crumbles in the face of such chaos. Intelligent systems consider everything together: purchase patterns, contact preferences, 

interaction timelines, and relationship networks. They understand that minor variations often hide identical people. Creating 

authoritative records demands smart choices. Should algorithms trust payment databases or delivery systems for current 

locations? Which department captured contact details most recently? Algorithms weigh source reliability, timestamp accuracy, 

and update patterns when building unified profiles. These golden records power personalized service, accurate forecasting, and 

strategic planning throughout organizations [8]. 

Governance Area Traditional Approach AI-Enhanced Capability Operational Benefit 

Data Classification Manual tagging Automated sensitivity 

detection 

Consistent security 

application 

Metadata 

Management 

Periodic updates Continuous enrichment Enhanced discoverability 

Lineage Tracking Static documentation Dynamic flow mapping Real-time impact analysis 

Compliance 

Monitoring 

Scheduled audits Continuous verification Immediate violation 

detection 

Policy Enforcement Rule-based checks Contextual understanding Reduced false positives 

Entity Resolution Manual matching Intelligent consolidation Accurate gold records 

Table 4: AI Governance Capabilities for MDM [7, 8] 

Critical Challenges and Ethical Considerations 

The AI-Data Gap: Foundational Obstacles to Success 

Companies today chase artificial intelligence like teenagers chasing the latest smartphone—desperate to have it, unclear why 

they need it. This enthusiasm crashes against harsh reality when implementation begins [9]. Boardrooms buzz with AI strategies 

while IT departments quietly panic about their messy databases. It's comparable to planning a moon mission while your rocket 

sits in pieces. 

Information chaos blocks progress at every turn. Enterprises discover customer names spelled differently across systems, 

products with multiple identification codes, and financial records that contradict each other. Introducing AI into this mess 

amplifies problems exponentially—confused data creates confused predictions, expensive mistakes multiply at digital speed. 

Confidence evaporates when executives realize their million-dollar AI investment bases decisions on questionable information. 

Doubt spreads through organizations like water damage through walls—slow, hidden, destructive. Smart leaders recognize this 

trap. They postpone grand technology visions while fixing information infrastructure, understanding that sophisticated tools fail 

when basic systems remain broken. Achievement requires tedious preparation preceding flashy breakthroughs [9]. 
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Ethical Implications and Governance Requirements 

Machine intelligence brings troubling questions nobody anticipated during the hype phase. Prejudice hides within algorithms 

through countless entry points—historical datasets carry yesterday's discrimination forward, missing information creates blind 

spots, and developer assumptions shape digital worldviews [10]. Recruitment software might reject brilliant candidates because 

past hiring favored certain universities. Banking algorithms could redline entire neighborhoods without anyone programming 

explicit discrimination. 

Mystery algorithms compound ethical headaches. Powerful systems make crucial choices through logic paths their own creators 

cannot explain. Imagine judges making verdicts they cannot justify, doctors prescribing treatments without reasoning—yet we 

accept this from machines affecting loans, jobs, and freedom. Transparency vanishes behind mathematical complexity. Personal 

information disappears into digital bottomless pits. Systems track purchases, relationships, movements, and build detailed 

portraits used in ways people never imagined when clicking "accept." Yesterday's convenience features become tomorrow's 

oppression tools: helpful cameras morph into tracking networks, useful suggestions trap users in narrow thinking, and innocent 

predictions cement unfair advantages. Building ethical guardrails requires more than good intentions—organizations must 

embed fairness, accountability, and human dignity into every algorithm's DNA [10]. 

Research Gaps and Future Directions 

Significant knowledge voids exist where artificial intelligence meets information governance, forcing companies to explore 

uncharted territory. Nobody agrees on measuring AI readiness—technical specs tell partial stories while ignoring cultural 

preparedness, data maturity, or governance strength [9]. Companies need comprehensive diagnostics examining entire 

ecosystems, not just shiny algorithms. Current evaluation methods resemble checking car engines while ignoring whether 

anyone knows how to drive. 

Weaving ethics into governance fabrics challenges even sophisticated organizations. Existing frameworks handle traditional 

concerns—security breaches, quality metrics, regulatory compliance—but stumble when addressing algorithmic justice or 

societal harm. Fresh approaches must blend philosophical principles with operational realities, creating guidelines people 

actually follow rather than frame on walls. Real-world evidence remains frustratingly scarce. Vendors promise miraculous 

improvements, academics publish theories, but few document what actually happens when AI meets messy organizational data. 

Field studies tracking genuine implementations would illuminate which approaches deliver value versus theater. Knowledge 

fragmentation slows progress unnecessarily. Each company struggles alone, making identical mistakes and solving similar 

problems in isolation. The industry desperately needs shared wisdom—practical playbooks combining technical excellence with 

ethical responsibility. Collaboration between diverse stakeholders could accelerate learning while preventing predictable 

disasters [10]. 

Conclusion 

The transformation of data management from a filing-cabinet mentality to intelligent automation marks a watershed moment 

for modern enterprises. What started as routine record-keeping has blossomed into the cornerstone of competitive strategy, 

with Master Data Management and Data Governance emerging as kingmakers in the AI revolution. These disciplines no longer 

hide in IT basements—they command boardroom attention and drive investment decisions. Yet despite AI's dazzling promises of 

automated quality control, predictive insights, and self-healing data ecosystems, reality paints a humbling picture. Organizations 

worldwide discover that brilliant algorithms stumble when fed questionable information, much like gourmet chefs cannot create 

masterpieces from spoiled ingredients. The chasm between technological dreams and foundational readiness continues 

widening, teaching harsh lessons about putting carts before horses. Those who succeed understand a simple truth: sustainable 

innovation grows from solid ground up, not clouds down. They invest in unglamorous tasks—cleaning databases, mapping 

information flows, establishing clear rules—before unleashing artificial intelligence. Such careful construction sets off chain 

reactions—cleaner information makes algorithms work better, those improved algorithms then polish the information further, 

and the whole system keeps getting stronger. Beyond technical considerations, ethical imperatives demand attention as 

algorithms increasingly shape human experiences. Companies that thrive will mix advanced tools with old-fashioned principles, 

making sure computers help people flourish instead of holding them back. Moving ahead means avoiding two extremes—

worshipping new gadgets blindly or clinging to outdated methods stubbornly. Real progress happens when organizations weave 

everything together: clean information, sensible rules, smart automation, and moral boundaries that protect everyone. Each 

element strengthens its neighbors, building businesses tough enough to handle whatever surprises technology throws their way 

next. 

 

 



JCSTS 7(6): 922-929 

 

Page | 929  

Funding: This research received no external funding.  
Conflicts of Interest: The authors declare no conflict of interest. 
Publisher’s Note: All claims expressed in this article are solely those of the authors and do not necessarily represent those of 

their affiliated organizations, or those of the publisher, the editors and the reviewers.  

 

References 

[1] Amit Kumar, "Advanced AI Algorithms for Data Stewardship: Implementing Java/J2EE in Modern MDM Systems," ESP Journal of Engineering 

& Technology Advancements, 2022. [Online]. Available: https://www.espjeta.org/jeta-v2i3p115 

[2] Andrew Jones, "Data Quality in the Age of AI: Building a Foundation for AI Strategy and Data Culture," Packt Publishing eBooks, 2024. 

[Online]. Available: https://ieeexplore.ieee.org/book/10769234 

[3] IEEE CAI 2025 Committee, "VERTICAL - SOCIETAL IMPLICATIONS OF AI," IEEE CAI, 2024. [Online]. Available: https://cai.ieee.org/2025/ethics/ 

[4] IEEE European Public Policy Committee, "Addressing Ethical Dilemmas in AI: Listening to Engineers," June 2019. [Online]. Available: 

https://www.ieee.org/content/dam/ieee-org/ieee/web/org/about/european-public-policy/ethical-dilemmas-in-ai.pdf 

[5] Informatica Team, "How AI Improves Master Data Management (MDM)," Informatica Blog, March 3, 2025. [Online]. Available: 

https://www.informatica.com/blogs/10-ways-ai-improves-master-data-management.html 

[6] Karol Bližnák, et al., "A Systematic Review of Recent Literature on Data Governance (2017–2023)," IEEE Access, October 22, 2024. [Online]. 

Available: https://ieeexplore.ieee.org/stampPDF/getPDF.jsp?arnumber=10707270 

[7] Michael Riesener, et al. "Methodology for Automated Master Data Management using Artificial Intelligence," 2022 IEEE International 

Conference on Industrial Engineering and Engineering Management (IEEM), IEEE Xplore, December 26, 2022. [Online]. Available: 

https://ieeexplore.ieee.org/document/9989629/references#references 

[8] Subbaiah Bala, "Enterprise Master Data Hub Architecture," IEEE DataPort, March 14, 2020. [Online]. Available: https://ieee-

dataport.org/documents/enterprise-master-data-hub-architecture 

[9] Verdantis Team, "Master Data Management [MDM] & AI," May 19, 2025. [Online]. Available: https://www.verdantis.com/ai-mdm/ 

[10] Wo Chang, "Big Data Governance and Metadata Management," IEEE Standards Association, February 11, 2020. [Online]. Available: 

https://standards.ieee.org/wp-content/uploads/import/governance/iccom/IC17-006-Data_Governance_and_Metadata_Management.pdf 

 

 

 

https://www.espjeta.org/jeta-v2i3p115
https://www.espjeta.org/jeta-v2i3p115
https://ieeexplore.ieee.org/book/10769234
https://ieeexplore.ieee.org/book/10769234
https://cai.ieee.org/2025/ethics/
https://cai.ieee.org/2025/ethics/
https://www.ieee.org/content/dam/ieee-org/ieee/web/org/about/european-public-policy/ethical-dilemmas-in-ai.pdf
https://www.ieee.org/content/dam/ieee-org/ieee/web/org/about/european-public-policy/ethical-dilemmas-in-ai.pdf
https://www.ieee.org/content/dam/ieee-org/ieee/web/org/about/european-public-policy/ethical-dilemmas-in-ai.pdf
https://www.informatica.com/blogs/10-ways-ai-improves-master-data-management.html
https://www.informatica.com/blogs/10-ways-ai-improves-master-data-management.html
https://www.informatica.com/blogs/10-ways-ai-improves-master-data-management.html
https://ieeexplore.ieee.org/stampPDF/getPDF.jsp?arnumber=10707270
https://ieeexplore.ieee.org/stampPDF/getPDF.jsp?arnumber=10707270
https://ieeexplore.ieee.org/document/9989629/references#references
https://ieeexplore.ieee.org/document/9989629/references#references
https://ieeexplore.ieee.org/document/9989629/references#references
https://ieee-dataport.org/documents/enterprise-master-data-hub-architecture
https://ieee-dataport.org/documents/enterprise-master-data-hub-architecture
https://ieee-dataport.org/documents/enterprise-master-data-hub-architecture
https://www.verdantis.com/ai-mdm/
https://www.verdantis.com/ai-mdm/
https://standards.ieee.org/wp-content/uploads/import/governance/iccom/IC17-006-Data_Governance_and_Metadata_Management.pdf
https://standards.ieee.org/wp-content/uploads/import/governance/iccom/IC17-006-Data_Governance_and_Metadata_Management.pdf
https://standards.ieee.org/wp-content/uploads/import/governance/iccom/IC17-006-Data_Governance_and_Metadata_Management.pdf

